Installing SQL Express 2019

Last Modified on 10/29/2024 3:10 pm CDT

SQL 2019 is not compatible with Windows 7, Windows Server 2008R2, or Windows Server 2012. It is only
compatible with Windows 10, Windows Server 2016, and later operating systems.

Note: The installation and setup process is lengthy and quite detailed. If assistance is needed at any time during the
process, please contact a member of the IS Support team.

1. Download SQL Server 2019 by going tohttps://www.microsoft.com/en-us/Download/details.aspx?
id=101064. Select Download.

Note: To download the Standard edition, the product must be licensed from Microsoft.

Microsoft® SQL Server® 2019 Express

important! Selecting a language below will dynamically change the complete page content to that language.

e | Enaleh v|

Microsoft® SQL Server® 2019 Express is a powerful and reliable free data
management system that delivers a rich and reliable data store for lightweight Web
Sites and desktop applications.

2. Select Custom.

SQL Server 2019
Express Edition

Select an installation type:

Custom Download Media

tion about your installation exp as other usage
ore about data processing and priva

3. After initial setup, the following screen displays. Select Install.


https://www.microsoft.com/en-us/Download/details.aspx?id=101064

SQL Server 2019
Express Edition

Specify SQL Server media download target location

MEDIA LOCATION MINIMUM FREE SPACE
CASQL2019 =] 6578 MB

4. Select the New SQL Server stand-alone installation option.

-]

Planning H Mew SCL Server stand-alone installation or add features to an existing installation

Launch a wizard to install SQL Server 2019 in a non-clustered environment or to add

Installati
on features to an existing S0L Server 2019 instance.

Maintenance
Install SOL Server Reporting Services

Tools

Launch a download page that provides a link to install SCL Server Reporting Services,
Resources An internet connection is required to install 55RS.
Options Install SQL Server Management Tools

Launch a download page that provides a link to install SOL Server Management
Studie, 0L Server command-line utilities (SOLCMD and BCP), SCQL Server PowerShell
provider, 5OL Server Profiler and Database Tuning Advisor, An internet connection is
required to install these tools,

Lé Install SQL Server Data Tools

Launch a download page that provides a link to install SOL Server Data Tools (SSDT).
S50T provides Visual Studio integration including project system support for Microsoft
Azure 5OL Database, the SOL Server Database Engine, Reporting Services, Analysis
Services and Integration Services, An intermnet cennection is required to install S50T,

ﬁ Upgrade from a previous version of SOL Server

Launch a wizard to upgrade a previous version of SQL Server to SOL Server 2013,
Click here to first view Upgrade Documentation

Microsoft SQL Server 2019

5. Check the box to accept the license terms and select Next.




License Terms

To install SQL Server 2019, you must accept the Microsoft Software License Terms,

License Terms

Global Rules

Product Updates

Install Setup Files

Install Rules

Feature Selection

Feature Rules

Feature Configuration Rules
Installation Progress

Complete

& SOL Server 2019 Setup

Install Rules

MICROSOFT SOFTWARE LICENSE TERMS
MICROSOFT SQL SERVER 2019 EXPRESS

These license terms are an agreement between you and Microsoft Corporation {or one of its
affiliates). They apply to the software named above and any Microsoft services or software
updates {except to the extent such services or updates are accompanied by new or additional
terms, in which case those different terms apply prospectively and do not alter your or
Microsoft's rights relating to pre-updated software or services). IF YOU COMPLY WITH
THESE LICENSE TERMS, YOU HAVE THE RIGHTS BELOW. BY USING THE SOFTWARE, YOU
ACCEPT THESE TERMS. IF YOU DO NOT ACCEPT THEM, DO NOT USE THE SOFTWARE.

IMPORTANT NOTICE: AUTOMATIC UPDATES TO PREVIOUS VERSIONS OF SQL SERVER. If
this software is installed on servers or devices running any supported editions of SQL Server
Ariar fo SO Camermr V0 far carmmnannnte of anie af thomt thic coafhaearn weill aodammaticoalhe
a o9
Copy  Print

| accept the license terms and ~ Privacy Statement

S0L Server transmits information about your installation expenience, as well as other usage and
performance data, to Microsoft to help improve the product. To learn more about data processing and
privacy contrels, and to turn off the collection of this information after installation, see the
documentation.

= Back Mext = Cancel

Ignore the Windows Firewall warning as those rules will be entered in later. Select Next.

- O X

Setup rules identify potential problems that might occur while running Setup. Failures must be corrected before Setup

«can continue.

Install Rules

Feature Selection

Feature Rules

Instance Configuration

Java Install Location

Server Configuration

Database Engine Configuration
Consent to install Microsoft R ...
Consent to install Python
Feature Cenfiguration Rules
Installation Progress

Complete

Operation completed. Passed: 3. Failed 0. Warning 1. Skipped 0.

Hide details << Re-run

View detailed report

Result

I

Rule Status
Consistency validation for SOL Server registry keys Passed
Computer domain controller Passed
Windows Firewall Waming
50L 2019 minimum CTP for Upgrade and Side by Side Support | Passed

e Cence

7. Select the Database Engine Services option and then select Next.



W SOL Server 2019 Setup

Server Configuration

Database Engine Configuration
Feature Configuration Rules
Installation Progress

Complete

L] SQL Server Replication

[ Machine Learning Services and Language

[ Full-Text and Semantic Extractions for Se:
[ PolyBase Query Service for External Data
[ Java connector for HOFS data sources

>

— [m] X
Feature Selection
Select the Express features to install.
Install Rules S
7

Feature Selection Locking for Reporting Services? ~ Download it frem the wek
Feature Rules Features: Feature description:
neianeeCetigrsto Instance Features | [ The configuration and operation of each -

instance feature of a SOL Server instance is
isolated from other SQL Server instances. SOL v

Prerequisites for selected features:

Already installed: -~
*. Windows PowerShell 3.0 or higher
To be installed from media: v

Disk Space Requirements

Drive C: 1003 MB required, 563802 MB
available

Instance root directory:

C:\Pregram Files\Microsoft SOL Server\,

=]

Shared feature directory:

Shared feature directory (x86):

C:\Program Files\Microsoft SQL Servert,

C:\Program Files (x86)\Microsoft SOL Server\

8. On the Instance Configuration window, choose the Named instance option and enter a name for the SQL

<Bock || Net» | Concd |

instance. In this example, it is Agvance. Select Next.

B SOL Server 2079 Setup — [m]
Instance Configuration
Specify the name and instance D for the instance of SQOL Server. Instance ID becomes part of the installation path.

Install Rules () Defaultinstance

EealBbelecion (®) Named instance: || |Agvance I

Feature Rules

Instance Configuration

EepEtation Instance ID: [satexpress

Database Engine Configuration

Feature Configuration Rules

Installation Progress SQL Server directory:  C\Program Files\Microsoft SQL Server\MSSQL15.SQLEXPRESS

Complete .
Installed instances:
Instance Name Instance ID Features Edition Version
o @ 5 il & e = ]
'm moomlm em Bl 2 ek B Eemnwm [T [

‘ < Back ‘I Next > ‘I Cancel

9. On the Server Configuration window, make sure the Startup Type for the SQL Server Browser service is set to

Automatic and select Next.



T SOL Server

etup

Server Configuration

Specify the service accounts and collation configuration.

Install Rules

Feature Selection

Feature Rules

Instance Configuration

Server Configuration
Database Engine Configuration
Feature Configuration Rules
Installation Progress

Complete

Service Accounts  Collation

Microsoft recommends that you use a separate account for each SQL Server service.

Account Name Password Startup Type
NT Service\MSS0LSSOL...

NT AUTHORITY\LOCALS...

Service

SQOL Server Database Engine Automatic v

Automatic v

SOL Server Browser

[] Grant Perform Volume Maintenance Task privilege to SQL Server Database Engine Service

This privilege enables instant file initialization by avoiding zeroing of data pages. This may lead
to information disclosure by allowing deleted content to be accessed.

Click here for details

Select Next.
W sl server

Setup

| <Back || Next > || Cancel

10. Choose the Mixed Mode (SQL Server authentication and Windows authentication)option and create a password.

Database Engine Configuration

Specify Database Engine authentication security mode, admi

istrators, data directories, TempDB, Max degree of

parallelism, Memory limits, and Filestream settings.

Install Rules

Feature Selection
Feature Rules

Instance Configuration

Server Configuration

Server Configuration Data Directories TempDB  Memory User Instances  FILESTREAM

Specify the authentication mode and administrators for the Database Engine.

Authentication Mode

(0) Windows authentication mode

Database Engine Ce
Feature Configuration Rules
Installation Progress

Complete

I (®) Mixed Mode [SQL Server authentication and Windows authentication) I

Specify the password for the SQL Server system administrator (sa) account.

Enter password: " i

Confirm password: "

Specify SQL Server administrators

RS (50l Server administrators have
unrestricted access to the Database
Engine.
Add Current User | Add... ‘ | Remove
‘ < Back | Mext > | | Cancel

11. Select the Install button and allow the install to finish. Select Close.



W soL Server 20

Complete
Your SQL Server 2019 installation completed successfully with product updates.
Install Rules

Information about the Setup operation or possible next steps:
Feature Selection

Feature Status

Feature Rules

Instance Configuration

(2 SOL Browser Succeeded
SR G e (2 SQL Writer Succeeded
Database Engine Cenfiguration @ SQL Client Connectivity SDK Succeeded
Feature Configuration Rules
Installation Progress
Complete

Details:

Install successful

Summary log file has been saved to the following location:

C\Program Files\Microsoft SQL Server\150\5etup BootstraphLogh20200729 1133144 Summary is-
bill 20200729 113314t

Installing Management Studio

1. Go to https://docs.microsoft.com/en-us/sql/ssms/download-sql-server-management-studio-ssms, and

download SQL Server Management Studio.

Download SQL Server Management Studio (SSMS)

Applies to: @ sal server (all supported versions) @ rzure SQL Database @ Azure SQL Managed Instance @ rzure Synapse
Analytics

SQL Server Management Studio (SSMS) is an integrated environment for managing any SQL infrastructure, from SQL Server to Azure
SQL Database. SSMS provides tools to configure, monitor, and administer instances of SQL Server and databases. Use SSMS to
deploy, monitor, and upgrade the data-tier components used by your applications, and build queries and scripts.

Use SSMS to query, design, and manage your databases and data warehouses, wherever they are - on your local computer, or in the
cloud.

SSMS is free!

Download SSMS

@ Download SQL Server Management Studio (SSMS)

SSMS 18.6 is the latest general availability (GA) version of SSMS. If you have a previous GA version of SSMS 18 installed, installing
SSMS 18.6 upgrades it to 18.6.

2. After the download completes, run the file and then chooselnstall.


https://docs.microsoft.com/en-us/sql/ssms/download-sql-server-management-studio-ssms

®%"%  RELEASE 18.6

L.2% Microsoft SQL Server Management Studio

Welcome. Click "Install” to begin.

Location:

C:A\Program Files (x86)\Microsoft SQL Server Management Studio 18

By clicking the “Install” button, | acknowledge that | accept the License Terms and

Privacy Statement.

SQL Server Management Studio transmits information about your installation experience, as well as other
usage and performance data, to Microsoft to help improve the product. To learn more about data processing
and privacy controls, and to turn off the collection of this information after installation, see the
documentation.

Install Close

3. Asthe installation progresses, there may be a prompt to reboot the machine to complete the installation.

"""a  RELEASE 18.6

% Microsoft SQL Server Management Studio
Restart required in order to complete setup.

All specified components have been installed successfully.

The computer needs to be restarted before setup can continue.

Configuring SQL Express 2019

1. Open SQL Server Management Studio and log in viaSQL Server Authentication using the sa login. Enter the
password created on Step 10 of the Installing SQL Express 2019 section.



o Connectto Server >

SQL Server

Server type: Databasze Engine w

Server name: | ‘Agvance [

Authentication: SQL Server Authentication ~
Login: Isa o
Password: |7

] Remember password

Cancel Help Options >

2. After logging in, right-click on the SQL Server instance name, and selectFacets.

Object Explorer w X
Connect~ ¥ *¥ r ¢
=B -] FRONT\AGVA ]
& Databases :
B Security Disconnect
@ Server Obje Register...
® Replication New Query
& PolyBase
& Manageme Activity Monitor
‘ XEvent Pro 3
= Start
Stop
Pause
Resume
Restart
Policies >
Start PowerShell
Reports »
Refresh
Properties

3. From the Facet drop-down list, choose Surface Area Configuration.



¢ View Facets - TSFARM-SQL
ﬂ Ready

Select a page LT Script ~ | @ Help
K General

Property value WebAssistant Enabled'is not avaiable.

XPCmdShelEnabled

5. Open SQL Server Configuration Manager by navigating to
C:\Windows\SysWOW64\SQLServerManager15.msc.

6. Inthe left panel, select SQL Server Services. In the right panel, right-click the installed SQL Server instance, and

choose Properties.

B Sql Server Configuration Manager
File Action View Hep
3|2 |E3/H0O00@®

13 SQL Server Confiquration Manager (Local) || Name State Start Mode Log On As Process D Senvice Type
o SQUserver Senvices Runnin pr— NT Service\MSSQL.. 9744 SOL Server
> . SQL ServerNetwork Configuration (268 =y oy corer (PSWS2012SERVER) Running Automatic LocalSystem 208 SQU Server

5> B SQL Native Client 11.0 Configuration (32t
s 1. SOt sever ATt Z9)5QL Server Agent (AGVANCE) Stopped Other (Boot, Syste.  NTAUTHORITYANE... 0 QL Agent

3 B SQU Native Client 110 Configuaton {fo)SQL Server Agent (UPSWS2012SERVER) Stopped Other (Boot, Syste..  NT AUTHORITY\NE.. 0 SQL Agent
B)SQL Serves Browser Running Automatic NT AUTHORTY\LO.. 209 SQL Browser

7. Onthe Log On tab, select the Built-in account option, and choose Local System from the drop-down list. Select

Apply. When the prompt to restart the service appears, select OK.



SQL Server (AGVANCE) Properties ? X

AlwaysOn High Availability Startup Parameters Advanced
Log On Service FILESTREAM
Log on as:

% Built-n account:

Local System -
" This account:
Account Name: | NT Service \MSSQLSAGVANCE
Password I ================
Confirm password: I xxxxxxxxxxxxxxxx
Service status: Running
| sop | Pause Restart

[oc [ concel |[ ooy |[ e

8. Intheright panel of the SQL Configuration Manager window, right-click SQL Server Browser, and choose

Properties.
Name State Start Mode Log On As Process ID
{3 SQL Server (AGV... Running Automatic LocalSystem 4580
YSQL Full-text Filte... Running Manual NT Service\MSSQL... 6400
ESQL Server Launc... Running Automatic NT Service\MSSQL... 6908
SQL Server Agent... Stopped Other (Boot, Syste...  NT AUTHORITYANE... 0
E)§ SQL Server Browser Running Automatic LocalSystem 4452

9. Similar to how the SQL Service is set up, select theBuilt-in account option on the Log On tab, and choose Local

System from the drop-down menu. Click Apply and select OK when prompted.



5QL Server Browser Properties

LogOn Service Advanced

Log on as:

(% Built-in account:

|Local System ~|
—Y-TTS ScCount
Account Name: I
Password: I e ———————
Confirm password: I P ———
Service status: Running
Start Stop Pause Restart
ok || cancel || Ay || Hep

10. Select the SQL Server Network Configuration in the left panel of the SQL Server Configuration Manager window.

11. Inthe left panel, double-click the option for the installed SQL instance.
12. Right-click the TCP/IP option, and select Enable. When the prompt to restart the instance appears, select OK.

Right-click TCP/IP again, and select Properties.

E Sql Server Configuration Manager
File Action View Help

LL AEAA1E1EY
ﬁ SQL Server Configuration Manager (Local) || protocol Name Status
[ QL Server Senvices  Shared Memory  Enabled

> E saL Sen'rer Ne}wurk Conﬁgl.uatlm? (32bit ¥ Named Pipes Disabled
> g SQL Native Client 11.0 Configuration (321 W
v 3 SQL Server Network Configuration [Fnable |
& Protocols for AGVANCE H
> & 5QL Native Client 11.0 Configuration e

Help

13. Goto the IP Addresses tab and scroll to the bottom of the window. Remove any TCP Dynamic Ports that may
be listed (this value will most likely be 0), and then enter a port number for the TCP Port option (choose any
port number desired). Write this port number down, as it is needed later when creating a firewall rule. Select

Apply and then OK when the warning to restart the SQL Service appears.



TCP/IP Properties ? X

Protacol
TCP Dynamic Ports 0 ~
TCP Port
B p7
Active Yes
Enabled No
IP Address 2001:0:9d38:6ab8:201f:21f6:52ef:
TCP Dynamic Ports 0
TCP Port
B ips
Active Yes
Enabled No
IP Address fe80::201f:21f6:52ef:beSe6
TCP Dynamic Ports 0
TCP Port
B pan
TCP Dynamic Ports
v
TCP Port
TCP port

o< ][ cancel [ aomy Hep
14. Return to the SQL Server Services option in the left panel of the SQL Server Configuration Manager window.
Restart both the SQL Server Service (with the installed instance name) and the SQL Server Browser. This can
be done by right-clicking each service and choosing Restart.
15. Close the SQL Server Configuration Manager and open the machine’s Windows Firewall with Advanced
Security.
16. On the desktop, in the search box of the Taskbar, type in “firewall”. Select Windows Firewall with Advanced

Security.



< Al Work @ Documents

Best match for apps

Windows Defender Firewall with
7™ Advanced Security
System

Store

B firewall - search for apps in the Microsoft Store

Y Apps: ﬂrewall|

&8 Windows Firewallwith Advanced Securty
File  Action View Help
e 23z BE

&1 Inbound Rules n .

N Profile
& Outoound Rules L Group fil
h‘ Connection Security Rules { Cyberlink PowenDirector Al
B, Monitorina £ Cyberlink PowerDVD 14 Media Server Sex.. Al

17. Select Inbound Rules in the left panel and then select New Rule in the right-most panel.

Actions
Inbound Rules

@ NewRule..

T Fibter b Drafila




18. Inthe New Inbound Rule Wizard choose Custom and then select Next.

o New Inbound Rule Wizard
Rule Type
Select the type of firewall rule to create.
Steps:
@ Rue Type What type of rule would you like to create?
@ Program
@ Protocol and Ports O Program
@ Scope Rule that controls connections for a program.
@ Action O Port
@ Profile Rule that controls connections for a TCP or UDP port.
@ Name (O Predefined:
AllJoyn Router
Bulathat.esntslo.connections for a Windows experience.
(® Custom
Custom rule.

<Back || MNet> |

19. Select Customize.

Cancel



ﬂ New Inbound Rule Wizard X

Program
Specify the full program path and executable name of the program that this rule matches.

Steps:
@ Rule Type Does this ule apply to all programs or a specific program?
@ Program
@ Protocol and Ports ® Al programs
@ Scope Rule applies to all connections on the computer that match other rule properties.
@ Action
(O This program path:
@ Profile
Browse.
o Example: ¢:\path'program exe
%ProgramFiles % \browser'\browser.exe
Services Custome.. |
Specify which services this ule applies to.

| <Back [ Net> || Concd |

20. Choose Apply to this service and scroll down the list of services to select the SQL Server. Choose OK.

Customize Service Settings X
Apply this rule as follows:
O Apply to all programs and services
(O Apply to services only
(® Apply to this service:
Name Short Name A
F«g, Sophos System Protection Service sophossps
-%Sophos Web Control Service Sophos Web Control Ser...
£, Sophos Web Filter swi_filter
4, Sophos Web Intelligence Service swi_service
£, Spot Verifier svsve
4, SQL Full4ext Fiter Daemon Launcher (AGVANCE2017)  MSSQLFDLauncher$AG...
*1 SQL Server (AGVANCE2017) MSSQLSAGVANCE2017
':'.<g, SQL Server Agent (AGVANCE2017) SQLAgentSAGVANCE20...
£¢,5QL Server Browser SQLBrowser e

(O PApply to service with this service short name {example: eventlog):

21. Select Next.



o New Inbound Rule Wizard

Program

Steps:

@ Rule Type
Program

Protocol and Ports
Scope

Action

Profile

& & & & & &

Name

22. Select Next.
‘ New Inbound Rule Wizard

Protocol and Ports

iV
A

Speciy the full program path and executable name of the program that this rule matches.

Does this rule apply to all programs or a specific program?

@® Al programs
Rule applies to all connections on the computer that match other nule properties.

() This program path:

Browse...
Example: c:\path\program exe
%ProgramFiles . \browser\browser.exe
s G
Specffy which services this rule applies to.
=
cBack [ Net> || Conce
 S— |

Specify the protocols and ports to which this rule applies.

Steps:

Rule Type
Program

Protocol and Ports
Scope

Action

Profile:

& & & & & & &

Name

To which potts and protocols does this rule apply?

Protocol type: Aoy v|

Protocol number: ! 012]

Local port: Al Ports v
Example: 80, 443, 5000-5010

Remote port: Al Potts v
Example: 80, 443, 5000-5010

Intemet Control Message Protocol Customize..,

(ICMP) settings:




23. Select Next again.
‘ New Inbound Rule Wizard

Scope
Specify the local and remote IP addresses to which this rule applies.

Steps:
@ Rule Type
@ Frogram Which local IP addresses does this rule apply to?
@ Protocol and Ports ® Any IP address
@ Scope (O These IP addresses:
@ Action Add...
@ Profile
Edt..
@ Name
Remove
Customize the interface types to which this rule applies: .cy,mze i
Which remote IP addresses does this rule apply to?
(® Any IP address
(O These IP addresses:
Add..
Edt..
Remove
[
< > Cancel
Bock || Nee> |

24. Select Allow the connection then choose Next.



ﬂ Mew Inbound Rule Wizard

Action
Specify the action to be taken when a connection matches the conditions specified in the rule.

Steps:
@ FRule Type What action should be taken when a connection matches the specified conditions?
& Program
@ Allow the connection
& Dot g inh Thiz includes connections that are protected with IPsec as well as those are not.
& Scope
S () Allow the connection if it is secure
. il This includes anly connections that have been authenticated by using IPsec. Connections
& Profile will be secured using the settings in IPsec properties and rules in the Connection Security
Rule node.
& MName

() Block the connection

< Back I Ned> || Cancel

25. Select Next.



ﬂ New Inbound Rule Wizard

Profile

Specify the profiles for which this rule applies.

Steps:

@ Rule Type When does this rule apply?

@ Program

@ Protocol and Ports [/ Domain

@ Scope Applies when a computeris connected to its corporate domain.

@ Action [] Private

@ Profile Applies when a computer is connected to a private network location, such as a home
or work place.

@ Name E Publi

Applies when a computer is connected to a public network location.

| <Bsok [ New> ]| cance

26. Name the rule. For example, the Name below is SQL Server Service. Select Finish.



i New Inbound Rule Wizard X

Name

Specify the name and description of this rule.
Steps:

@ Rule Type

@ Program
@ Protocol and Ports

Name:

@ Scope
[SQL Server Service

Action
Profile Description (optional):
Name

e« & &

<Back |[ Ersn || Concdl

27. Repeat Steps 17-26 of this section, but this time, create the rule for the SQL Server Browser Service. Choose
the SQL Server Browser in Step 20.

28. Choose to create another rule and select the Port option. Select Next.

P New Inbound Rule Wizard X
Rule Type
Select the type of frewal e to create.
Steps:
@ Rue Type What type of rule would you ke to create?
@ Protocol and Ports
@ Acton O Program
[ - WP g for
@ Profie
@ Name ® Port
Rule that controls connections for a TCP or UDP pot.
T rreaennea:
'Aloyn Router v
Rule that controls connections for 8 Windows experience.
) Custom
Custom nie

T o]




29. Enter the port number configured for the SQL instance (1433 in this example). Select Next.

@ New Inbound Rule Wizard X

Protocol and Ports
Specify the protocols and ports to which this rule applies.

Steps:
@ Rule Type Does this rule apply to TCP or UDP?
@ Protocol and Ports ® 1CP
@ Action O uop
@ Profile
e Does this rule apply to all local ports or speciic local ports?
() All local ports
® Specific local ports: 1433 |

s ][ o

30. Select the Allow the connection option and select Next.

| ﬂ Mew Inbound Rule Wizard
Action
| Specify the action to be taken when a connection matches the conditions specified in the rule.

| Steps:
@ Rule Type What action should be taken when a connection matches the specified conditions?
@ Protocol and Ports
: ® Allow the connection
| - icon This includes connections that are protected with |Psec as well as those are not.
@ Profile
() Allow the connection if it is secure
i Hang This includes only cannections that have been authenticated by using IPsec. Connections
will be secured using the settings in IPsec properties and rules in the Connection Security
Rule node.
Customize...

() Block the connection

31. Select Next.



‘ New Inbound Rule Wizard

Profile

Specify the profiles for which this rule applies.

Steps:

@ Rule Type When does this rule apply?

@ Protocol and Ports

@ Action ] Domain

@ Profile Applies when a computer is connected to its corporate domain.
@ Name ] Private

Applies when a computer is connected to a private network location, such as a home
or work place.

(4 Public
Ppplies when a computer is connected to a public network location.

| <ok |[CNet> || Conce

32. Enter a Name for the SQL port rule and select Finish.

@ New Inbound Rule Wizard

Name

Specify the name and description of this rule.

Steps:

@ Rule Type

@ Protocol and Ports
@ Action

@ Profile

@ Name

Name:
[saL Pot 1433

Description (optional):




SQL Express 2019 should now be installed and configured.



